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ABSTRACT

The number of online services is constantly growing, offering numerous and unprecedented advantages for consumers. Often, the access to these services requires the disclosure of personal information. This personal data is very valuable as it concedes significant advantages over competitors, allowing better answers to the customer’s needs and therefore offering services of a better quality. For some services, analysing the customers’ data is at the core of their business model. Furthermore, personal data has a monetary value as it enables the service providers to pursue targeted advertising. Usually, the first companies who provide a service will benefit from large volumes of data and might create market entrance barriers for new online providers, thus preventing users from the benefits of competition. Furthermore, by holding a grip on this personal data, they are making it more expensive or burdensome for the user to shift to a new service. Because of this value, online services tend to keep collected information and impede their users to reuse the personal data they have provided. This behaviour results in the creation of a lock-in effect. Upcoming awareness for this problem has led to the demand of a right to data portability. The aim of this paper is to analyse the different legislative systems that exist or have been recently created in this regard that would grant a right to data portability. Firstly, this article draws up the framework of data portability, explaining its origin, general aspects, advantages as well as its possible downfalls. Secondly, the core of the article is approached as the different ways of granting data portability are analysed. In this regard, the possible application of European Competition Law to prohibit restrictions to data portability is examined. Afterwards, an examination of the application of U.S. Antitrust Law is made to determine whether it could be a source of inspiration for European legislators. Finally, an analysis of the new General Data Protection Regulation is made with respect to the development of data portability throughout the European legislative procedure. This article makes a cross-examination of legislations, compares them with one another in order to offer a reflection on the future of portable data in Europe, and finally attempts to identify the best approach to attribute data portability.
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1. Introduction

Today, there exist a number of online services, which provide numerous advantages for consumers, offering social connections, innovations, and efficient problem solving like never before in the past. Access to these online services often requires the disclosure of personal information. This personal data is very valuable as it concedes significant advantages over competitors, allowing better answers to the customer’s needs and therefore offering services of a better quality. For some services, analysing the customers’ data is at the core of their business model. Furthermore, personal data has a monetary value as it enables the service providers to pursue targeted advertising. Usually, the first companies who provide a service will benefit from large volumes of data and might create market entrance barriers for new online providers, thus preventing users from the benefits of competition. Furthermore, by holding a grip on this personal data, they are making it more expensive or burdensome for the user to shift to a new service. Because of this value, online services tend to keep collected information and impede their users to reuse the personal data they have provided. This behaviour results in the creation of a lock-in effect.

Upcoming awareness for this problem has led to the demand of a right to data portability. The general aspects of this right as well as the advantages and downsides generate in the contribution in order to provide a general overview of the topic. The focus of this contribution resides nevertheless in analysing the different legislative systems in order to identify the best approach to grant data portability. In this regard, an analysis of the first possible legislative way of attributing data portability is made, namely through European Competition Law. This part of the contribution does not aim at enunciating all the European Competition Law principles but focuses on the possible enforceability of data portability through competition law. Because this constitutes many difficulties, an analysis of U.S. antitrust law is made to see if there are principles that can be useful to European Competition Law.

Subsequently, privacy regulation will be examined. In 2012, the European Commission (EC) revealed its intention to include a right to data portability in its proposal for a General Data Protection Regulation (GDPR). Since then, many changes have been made in this regard. The way the European Commission proposes to attribute this right, the modifications made by the European Parliament (EP) and the Council of the European Union as well as the concerns raised by the integration of data portability in the GDPR are discussed in this contribution. This is finally followed by a reflection on the future of data portability in Europe and an attempt to identify the best approach to attributing data portability.

2. Data portability: origin, general aspects, advantages and drawbacks

2.1. Origin

The debate about data portability originated with the Internet users’ need to transfer data they had been building up such as e-mail, friends’ lists or address books from one service to another service. Later on, it appeared that next to the primary aim of enabling users to easily move their data, it was also regarded as a mechanism that was necessary in order to prevent unfair competition and make data protection of individuals effective. In 2007, a first claim for freedom and control of personal data was brought forward through a ‘Bill of Rights for Users of the Social Web’. Although it had no legal force, it was a first step to a right for data portability. A few months later, the ‘Data Portability Project’ was founded with the ambition to discuss and work on solutions to unconstraint data portability. The success was imminent and one year later, Google and Facebook became members of the Project.

At that time, data portability was not considered legislatively by the European Union’s institutions and constituted a new challenge in the perspective of protection of personal data. Indeed, the already existing directive 95/46/EC does not cope with the new challenges for the protection of personal data. Measuring the importance of the subject, the European
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