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Highlights 

 We provide a highly parameterized cyber-attack path discovery method 

 The method works within a dynamic risk management system 

 Delivers all non-circular attack paths that satisfy certain criteria 

 For the evaluation, real data from the maritime industry were used 
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