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Highlights 

 Vulnerability assessment of chemical facilities subjected to external attacks was addressed 

 A method for quantitative vulnerability assessment was developed 

 The method was based on Bayesian Networks (BN) 

 BN accounts for physical security system effectiveness based on experts’ judgement 

 BN relies on fragility models for the evaluation of equipment failure probability 
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