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Highlights 

 A dynamic metric model to measure the changes of users’ activities is proposed. 

 We tracked users’ activities for three months to build our dataset. 

 We design new features to describe the temporal evolution patterns of users. 

 A detecting framework combining unsupervised clustering and supervised classification. 

 Our approach achieves better performance than conventional detection methods. 
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