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Highlights

• Multi-paradigm modeling approach and tool for deception-
based defense

• Metamodel combination of multiple modeling paradigms

• Deception tactics integration into system operation

• Expressive power of the model-based deception approach

• Deception tactics catalogue for the overall systems’ se-
curity
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